TAC-SAAR SUPPLEMENTAL INSTRUCTIONS
(DD Form 2875)
All deployees must answer the following questions on the form and fill out PART I – Sections 1-12, PART II – Section 13, 26a, 26b and 27 and return the completed form to the APPO.  Please print clearly.
Type of Request:  Already marked
Date:  Date form is filled out
System Name:  Please identify which Automated Information Systems (AIS) you will need access to (i.e. Email, SPS, APPMS).  All deployees will automatically receive access to CEFMS, RMS and VPN.
· Circle CEFMS smartcard if you will need one issued.  If you already have a smartcard, please bring it with you when processing through the TAC USACE Deployment Center (UDC).
Location:  Leave blank
PART I - Sections 1-12, 26a, 26b, and 27
(1) & (2):  Self-explanatory
(3):  The specific site you will be deploying to (i.e. GRD HQ, GRS-Tallil, AED-Kabul)
(4):  Your office symbol/department (i.e. CEGRN-CT, CEGRD-RM, CEGRS-IM, CEAED-OC)
(5):  Phone number if known

(6):  Enter AKO email address if you have one

      (7):  Job Title & Grade/Rank at the GRD/AED/TAC

      (8):  Not applicable

(9) & (10):  Self-explanatory

Deployees will receive an Information Assurance (IA) brief before they receive their UPASS/LAN/email userid and passwords during UDC.  If the deployee has completed IA training at their home district, please check the box and enter the date completed.
(11) & (12):  Sign and date the form

PART II – Section 13
      (13)  Enter Date and Place of Birth.  If foreign national, enter Dossier # assigned by

        MNF-I C2X (HUMIT)
(26a) & (26b):  Self-explanatory

(27):  Read and initial questions 1-8

PART II - TAC Information Management will serve as the deployee’s Government Sponsor.
PART III - TAC’s Information Assurance Manager (IAM) will validate the deployee’s security 
                 clearance in JPAS (Joint Personnel Adjudication System)
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